**PRESSMEDDELANDE 3 oktober 2018**

**Finansbranschen under konstant attack från automatiserade verktyg för kontokapningar enligt ny säkerhetsrapport från Akamai**

**Marknaden för finansiella tjänster lockar allt fler nätbedragare. I Akamais nya säkerhetsrapport framgår också att antalet fientliga inloggningsförsök är ett fortsatt växande problem. Från januari till april 2018 identifierade Akamai drygt 3,2 miljarder skadliga inloggningar per månad. Samtidigt upptäcktes över 8,3 miljarder fientliga inloggningsförsök från botar under maj och juni 2018 – en genomsnittlig ökning med 30 procent per månad.**I rapporten *2018 State of the Internet/Security Credential Stuffing Attacks* framgår det att skadliga inloggningsförsök är resultatet av legitimationsifyllningar där hackare systematiskt använder [botnets](https://www.akamai.com/us/en/resources/what-is-a-botnet.jsp) för att försöka stjäla inloggningsinformation över hela webben**.** De inriktar sig främst på inloggningssidor för banker och handlare och utgår ifrån att många kunder använder samma inloggningsuppgifter för flera tjänster och konton, så kallad [credential stuffing](https://www.akamai.com/us/en/solutions/bot-management-and-credential-stuffing.jsp) som kan kosta företag och organisationer tiotals miljontals kronor årligen i form av bedrägeriförluster. Allt enligt Ponemon-institutets rapport “[The Cost of Credential Stuffing](https://www.akamai.com/us/en/multimedia/documents/report/the-cost-of-credential-stuffing.pdf)”.

Attackerna utförs även mot svenska företag och det finns all anledning även för oss i Sverige att vara försiktiga, varnar Erik Henriksson kundansvarig påAkamai.  
  
– Botar och ID-kapningar ökar även här i Sverige även om det kanske inte är riktigt lika illa som i till exempel USA och Tyskland. Men det betyder inte att vi i Sverige är utan risk för att utsättas, inte minst eftersom vi gärna leder trender inom områden som till exempel e-handel och finansiella e-tjänster som rapporten pekar ut som särskilt drabbade områden. Här finns det all anledning att se upp och ett tips är att använda beteendebaserade botdetekteringar när konsumenterna loggar in, säger han.  
  
[Läs pressmeddelandet på engelska här](https://www.akamai.com/us/en/about/news/press/2018-press/akamai-credential-stuffing-report-shows-financial-services-industry-under-constant-attack-from-automated-account-takeover-tools.jsp)  
[Läs hela rapporten här](https://www.akamai.com/us/en/about/our-thinking/state-of-the-internet-report/)  
  
**För mer information, kontakta**  
Erik Henriksson, kundansvarig på Akamai  
[ehenriks@akamai.com](mailto:ehenriks@akamai.com)   
0708-35 46 35  
Bild på Erik Henriksson, <https://www.linkedin.com/in/erikhenriksson/>  **Om Akamai**Som världens största och mest pålitliga leverantör av molnplattformar gör Akamai det enklare för sina kunder att ge de bästa och säkraste digitala upplevelserna på vilken enhet som helst, när som helst och var som helst. Akamais massdistribuerade plattform är oöverträffad i skala med över 200 000 servrar i 130 länder, vilket ger kunderna överlägsen prestanda och skydd mot hot och intrång. Akamis portfölj av webb- och mobilprestanda, molnsäkerhet, företagsåtkomst och videoleveranslösningar supporteras av exceptionell kundservice och 24/7-övervakning. För att förstå varför de bästa finansinstituten, ledande e-handlarna, media- och underhållningsleverantörerna och de statliga organisationerna litar på Akamai, besök www.akamai.com , blogs.akamai.com eller @Akamai på Twitter.