# SonicWALL erbjuder skalbar lösning för säker fjärranslutning och angriper problem med konsumentanpassning av IT

*SonicWALL lanserar SRA EX9000 och Aventail 10.6 mjukvara för säker fjärruppkoppling för upp till 20 000 användare samtidigt av Windows och Windows Mobile, Apple Mac OS och iOS, Google Android och Linux*

**Stockholm, december 2012**. Spridningen av smartphones och surfplattor innebär ett nytt problem för IT: att tillhandahålla säker fjärråtkomst till nätverksresurser för ett växande antal anställda som använder sina egna mobila enheter för affärsändamål. Med lanseringen av [SonicWALL E-Class SRA EX9000](http://www.sonicwall.com/us/products/EX_9000.html?utm_source=PressRelease&utm_medium=2011Releases&utm_content=EX9000&utm_campaign=111205_EX9000" \t "_blank) som körs på den nya [arkitekturen SonicWALL Aventail 10.6](http://www.sonicwall.com/us/products/EX_Series.html" \l "tab=overview?utm_source=PressRelease&utm_medium=2011Releases&utm_content=Aventail10.6&utm_campaign=111205_EX9000" \t "_blank), kan IT-avdelningar inom stora företag nu erbjuda tillgång utifrån för mobila enheter som kör Windows och Windows Mobile, Apple Mac OS och iOS, Google Android och Linux.

Genom en enda enhet tillhandahåller SonicWALL full tillgång och kontroll med lätthanterlig, klientlös uppkoppling och klientuppkoppling med SSL VPN för upp till 20 000 parallella mobilanvändare. Tillsammans utrustar [SonicWALL SRA EX9000](http://www.sonicwall.com/us/products/EX_9000.html?utm_source=PressRelease&utm_medium=2011Releases&utm_content=EX9000&utm_campaign=111205_EX9000" \t "_blank) och Aventail 10.6 företag med snabb, säker och kompatibel uppkoppling mot företagsnätverk från en lång rad olika mobila enheter.

Med hjälp av den nyligen lanserade klientappen [SonicWALL Mobile Connect™](http://www.sonicwall.com/us/products/Connect_Mobile.html?utm_source=PressRelease&utm_medium=2011Releases&utm_content=MobileConnect&utm_campaign=111205_EX9000" \t "_blank)  för iPad, iPhone och iPod touch och den tidigare lanserade klienten [Aventail Connect](http://www.sonicwall.com/us/products/352.html?utm_source=PressRelease&utm_medium=2011Releases&utm_content=AventailConnect&utm_campaign=111205_EX9000" \t "_blank) för Android-mobiler och -surfplattor kan både företagets och de anställdas egna enheter ges SSL-krypterad tillgång till nätverksresurser. Användare eller it-administratörer kan ladda ned appen SonicWALL Mobile Connect via App Store och [Aventail Connect](http://www.sonicwall.com/us/products/352.html?utm_source=PressRelease&utm_medium=2011Releases&utm_content=AventailConnect&utm_campaign=111205_EX9000" \t "_blank) kan [laddas ned från Android Market](https://market.android.com/details?id=com.aventail.connect&hl=en" \t "_blank).

"Gartner förutspår att 90 % av alla företag kommer att stödja företagsapplikationer på mobila enheter 2014. Idag utgör mobila enheter viktiga byggstenar i affärsvärldens infrastruktur", säger Jan Hindolff, Regional Sales Manager Nordics på SonicWALL. "Eftersom företaget inte längre nödvändigtvis äger den mobila enhet som en anställd använder för att få tillgång till information ger SonicWALL nätverksadministratörer verktyg för säker fjärranslutning för viktiga applikationer i stor skala och åt en mängd olika enheter och operativsystem."

[Aventail E-Class SRA](http://www.sonicwall.com/us/products/Secure_Remote_Access.html?utm_source=PressRelease&utm_medium=2011Releases&utm_content=EClassSRA&utm_campaign=111205_EX9000" \t "_blank) utför omfattande utfrågning och proaktiva åtgärder för att säkerställa förtroende innan tillträde ges åt användarenheter med Windows, Mac eller Linux operativsystem. Med hjälp av Endpoint Control och strikt verifiering kan lösningen avgöra användarens identitet, enhetens säkerhetsnivå och tillåter lämplig grad av tillgång till nätverksresurser som t.ex. delade mappar och virtuella desktops, klient-serverapplikationer, intranät samt e-post.

Klicka [här](http://www.sonicwall.com/us/products/Secure_Remote_Access.html?utm_source=PressRelease&utm_medium=2011Releases&utm_content=EClassSRA&utm_campaign=111205_EX9000) för SonicWALL Aventail E-Class SRA-lösningens viktigaste funktioner och fördelar.

**Tillgänglighet**

[SonicWALL EX9000 SRA](http://www.sonicwall.com/us/products/EX_9000.html?utm_source=PressRelease&utm_medium=2011Releases&utm_content=EX9000&utm_campaign=111205_EX9000" \t "_blank) finns tillgängligt nu.

SonicWALL Aventail 10.6 för driftsättning med hela SRA-serien finns tillgänglig nu.

[Läs mer](http://www.sonicwall.com/us/products/NSA_Series.html" \l "tab=compare?utm_source=PressRelease%26utm_&utm_medium=2011Releases%26utm_campaign&utm_campaign=NSA_220_250" \t "_blank) om SonicWALL SRA EX9000 och SonicWALL Aventail 10.6.

För mer nyheter om Dynamic Security och Next-Generation Networks, följ SonicWALL på [LinkedIn](http://www.linkedin.com/groups?about=&gid=52461" \t "_blank), [Facebook](http://www.facebook.com/SonicWALL" \t "_blank) och [Twitter](http://twitter.com/sonicwall" \t "_blank).
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**Om SonicWALL**

SonicWALL utvecklar avancerade intelligenta nätverk- och datasäkerhetslösningar som anpassar sig till företags växande behov och nya typer av hot. SonicWALL:s produkter använder sin prisbelönta hårdvara, mjukvara och virtuella lösningar för att spåra och kontrollera applikationer, samt skydda nätverk från intrång och attacker med skadlig kod. SonicWALL:s lösningar används av små och stora företag världen över.

För mer information se [www.sonicwall.com](http://www.sonicwall.com)